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Anew piece
of mali-
cious soft-

ware is circulat-
ing throughout the
Internet. It dis-
guises itself as the
Lycos anti-spam

screensaver. This identity-stealing
“Trojan” arrives as an e-mail attach-
ment and uses key-logging to steal
usernames, passwords, credit card
details and e-mail addresses.

LLNL’s Cyber Security Program
advises employees to use caution when
clicking on any attachment received in
e-mail. You should not open attach-
ments, especially during the holiday
season, if you are not expecting them.
Since many of these e-mail phishing
scams and information stealing Trojans

forge the e-mail “From” address, you
can no longer trust the attachment even
though it appears to be from someone
you know.

For the full story on this password
stealing Trojan, go to: http://news.
zdnet. co.uk/internet/0,39020369, 391
79185,00.htm

For some great ideas on “opt out”
options, how to protect your personal
information and how to maintain your
privacy,  go to: http://www.ftc.gov/
privacy/privacyinit iatives/promises
_educ.html

Beware of new e-mail threat

For Cyber Security Program assis-
tance, call 2-4655.

Have questions, need help?


